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Introduction 
The purpose of this handbook is to provide information that will help with questions and 
pave the way for a successful year. Not all district policies and procedures are included. 
Those that are have been summarized. Suggestions for additions and improvements to 
this handbook are welcome and may be sent to the office of the Chief Human 
Resources Officer. 
 
This handbook is neither a contract nor a substitute for the official district policy manual. 
Nor is it intended to alter the at-will status of non-contract employees in any way. 
Rather, it is a guide to and a brief explanation of district policies and procedures related 
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in accepting a position of public trust, shall measure success by the progress of 

each student toward realization of his or her potential as an effective citizen. The 

Texas educator, in fulfilling responsibilities in the community, shall cooperate with 
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Standard 2.1 The educator shall not reveal confidential health or personnel 

information concerning colleagues unless disclosure serves lawful professional 

purposes or is required by law. 

Standard 2.2 The educator shall not harm others by knowingly making false 

statements about a colleague or the school system. 

Standard 2.3 The educator shall adhere to written local school board policies and 

state and federal laws regarding the hiring, evaluation, and dismissal of 

personnel. 
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Employees shall not engage in prohibited harassment, including sexual harassment, of 
other employees or students. While acting in the course of their employment, 
employees shall not engage in prohibited harassment of other persons, including board 
members, vendors, contractors, volunteers, or parents. A substantiated charge of 
harassment will result in disciplinary action. 
 
Employees who believe they have been discriminated or retaliated against or harassed 
are encouraged to promptly report such incidents to the campus principal, supervisor, or 
appropriate district official. If the campus principal, supervisor, or district official is the 
subject of a complaint, the employee should report the complaint directly to the 
superintendent. A complaint against the superintendent may be made directly to the 
board.  
 

http://www.emsisd.com/
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c. The extent of the communications; 
d. Whether the communications were made openly or secretly; 
e. The extent that the educator attempts to conceal the communications; 
f. If the educator claims to be counseling a student, SBEC may consider whether 

http://www.emsisd.com/
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Employees with questions or concerns relating to safety programs and issues can 
contact the Coordinator for Risk Management. 
 
 

Alcohol and Drug Abuse Prevention 
Policies DH, DI 
 
The Eagle Mountain-Saginaw ISD is committed to maintaining an alcohol- and drug-free 
environment and will not tolerate the use of alcohol and illegal drugs in the workplace 
and at school-related or school-sanctioned activities on or off school property. 
Employees who use or are under the influence of alcohol or illegal drugs as defined by 
the Texas Controlled Substances Act during working hours may be dismissed. The 
district’s policy on drug abuse and drug-free schools is found in DH (LOCAL), DI 
(LOCAL) and DI (EXHIBIT) on the District Web site at www.emsisd.com. 
 

Tobacco Use 
Policies DH, FNCD and GKA 
 
State law prohibits smoking or using tobacco products, including electronic cigarettes 
and other smokeless products, on all district-owned property and at school-related or 
school-sanctioned activities, on or off campus. This includes all buildings, playground 
areas, parking facilities, and facilities used for athletics and other activities. Drivers of 
district-owned vehicles are prohibited from smoking while inside the vehicle. Notices 
stating that smoking is prohibited by law and punishable by a fine are displayed in 
prominent places in all school buildings. 
 
Reporting Suspected Child Abuse 
Policies DF, DG, DH, FFG, GRA 

 
All employees are required by state law to report any suspected child abuse or neglect 
to a law enforcement agency, Child Protective Services, or appropriate state agency 
(e.g., state agency operating, licensing, certifying, or registering a facility) within 48 
hours of the event that led to the suspicion. Abuse is defined by SBEC and includes the 
following acts or omissions: 

¶ 

http://www.emsisd.com/
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Child Sexual Abuse 
As an employee, it is important for you to be aware of warning signs that could indicate 
a child may have been or is being sexually abused. Sexual abuse in the Texas Family 
Code is defined as any sexual conduct harmful to a child’s mental, emotional, or 
physical welfare as well as a failure to make a reasonable effort to prevent sexual 
conduct harmful to a child. Anyone who suspects that a child has been or may be 
abused or neglected has a legal responsibility under state law for reporting the 
suspected abuse or neglect to law enforcement or to Child Protective Services (CPS). 
 
Employees are required to follow the procedures described above in Reporting 
Suspected Child Abuse. 
 
What to look for: 
 

Physical Abuse 
Common indicators of physical abuse include: 

• Frequent injuries such as bruises, cuts, black eyes, or burns, especially when the 
child cannot adequately explain their cause 

      • Frequent complaints of pain without obvious injury 
      • Burns or bruises in an unusual pattern which may indicate the use of an 

instrument or a human bite.  Cigarette burns may be seen on the face, arms, or 
palms 

      • Aggressive, disruptive, and destructive behavior 
      • Passive, withdrawn, and emotionless behavior 
      • Lack of reaction to pain 
      • Fear of going home, seeing parents 
      • Injuries which appear after the child has not been seen for several days 
      • Wears unseasonable clothes which may hide injuries to arms or legs 
 

Neglect 
Common indicators of neglect include: 
      • Obvious malnourishment 
      • Lack of personal cleanliness 
      • Habitually dressed in torn and/or dirty clothes 
      • Unattended for long periods of time 





 13 

 
 
 
 
Possession of Firearms and Weapons 
Policies FNCG and GKA 
 
Employees, visitors, and students, including those with a license to carry a concealed 
handgun, are prohibited from bringing firearms, knives, clubs or other prohibited 
weapons onto school premises (i.e., building or portion of a building) or any grounds or 

building where a school-sponsored activity takes place. To ensure the safety of all 
persons, employees who observe or suspect a violation of the district’s weapons policy 
should report it to their supervisor or call the Chief Human Resources Officer 
immediately. 
 

Technology Resources 
Policy CQ 

 
The district’s technology resources, including its network access to the Internet, are 
primarily for administrative and instructional purposes. Limited personal use is permitted 
if the use: 

¶ Imposes no tangible cost to the district 
¶ Does not unduly burden the district’s technology resources 
¶ Has no adverse effect on job performance or on a student’s academic 

performance 
 

Electronic mail transmissions and other use of the technology resources are not 
confidential and can be monitored at any time to ensure appropriate use. 
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navigating the network.  For this reason, parents are asked to notify the school if 
they do not want their student to have Internet access. 

Purpose 
The purpose of this policy is to insure school-level compliance with all procedures and 
regulations regarding the local area network and Internet usage.  All students, parents, 
teachers, administrators and District employees who obtain their Internet access through 
the Eagle Mountain-Saginaw ISD are expected to use these services appropriately. 

 

User Responsibilities 
1. Eagle Mountain-Saginaw ISD is providing Internet resources for educational 

purposes only.  Student/staff use of Internet resources must be related to an 
expressed educational/administrative goal or objective. 

2. The use of the Eagle Mountain-Saginaw ISD Internet and computer network 
must be in support of educational goals, research, and class assignments and 
consistent with the educational objectives of the district. 

3. The system may not be used for illegal purposes, in support of illegal activities, or 
for any activity prohibited by district policy. 

4. Student users shall not download or copy any data, including music and video, to 
removable media or hard drives without prior teacher approval. 

5. Participation in Internet chat rooms, instant messaging services, and Internet 
newsgroups is prohibited for all users. 

6. Users must have a valid, authorized account to access the network, and use only 
those computer resources that are authorized.  Accounts may be used only in 
accordance with authorized purposes. 

7. Individual accounts may be used only by the owner of the account except where 
specifically authorized by the Eagle Mountain-Saginaw ISD administrators.  In 
the case of class accounts, all use must be under the supervision of the 
sponsoring teacher. 

8. The user is responsible for safeguarding the computer account.  Users are 
expected to protect access to accounts by periodically changing the password 
and keeping it confidential.  They must respect the privacy of others by not 
tampering with their files, passwords or accounts. 

Policy – Terms and Conditions (CQ LOCAL) 

1. Acceptable Use –Users are to properly use district network resources for 
educational and/or administrative purposes.  Respectful and responsible network 
etiquette and behavior should be in keeping with the district’s mission statement. 
Students and staff are expressly prohibited from accessing obscene, profane, 
vulgar, or pornographic sites or materials. 

2. Privileges – The use of the Internet is a privilege.  Abusive conduct will lead to the 
privilege being revoked. 

3. Warranty - Eagle Mountain-Saginaw ISD makes no warranties of any kind, 
whether expressed or implied, for the service it is providing. Eagle Mountain-
Saginaw ISD will not be responsible for loss of data resulting from delays, non-
deliveries, mis-deliveries viruses, or service interruptions caused by its own 
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¶ be respectful in all aspects of network use; 

¶ Remember:  an all caps message implies shouting 

 
Consequences 
The following consequences will apply to all Eagle Mountain-Saginaw ISD Internet users. 
Violation of EM-S ISD policies and procedures concerning the use of the computers on 
the network will result in the same disciplinary actions that would result from similar 
violations in other areas of Eagle Mountain-Saginaw ISD life.  Any or all of the following 
consequences may be enforced: 

1. Loss of computer privileges/Internet access, with length of time to be determined 
by the campus administration. 

2. Any campus-based disciplinary consequence, including suspension as deemed 
appropriate by the administration. 

3. DAEP placement may be considered in flagrant violations or violations that 
corrupt the educational value of the computers or the Internet.  Additionally, 
expulsion may be considered in instances where students have used Eagle 
Mountain-Saginaw ISD Internet access to engage in conduct that constitutes 
felony criminal mischief.   

4. Staff consequences – Any of the above consequences as deemed appropriate 
by the administration or possible termination of employment for noncompliance of 
the Eagle Mountain-Saginaw ISD policies. 

 

Violations of law may result in criminal prosecution as well as disciplinary action by the 
District. 
 

General P

http://www.emsisd.com/
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Name and Address Changes 
 
It is important that employment records be kept up to date. Employees must notify the 
Human Resources office if there are any changes or corrections to their name, home 
address, contact telephone number, marital status, emergency contact, or beneficiary. 
 
Address Changes & Phone Number Changes  
Employees may change their address and phone number through Skyward Employee 
Access by going to “Employee Information” then “Personal Information.”  Requests may 
also be made by completing an Employee Information Change Form and submitting it to 
the Human Resources department.  These forms may be found on-line at 
www.emsisd.com.  
 
Name Changes 
All name change requests must be accompanied by a copy of the employee’s social 
security card.  Employee’s must download and complete an Employee Name Change 

http://www.emsisd.com/
http://www.emsisd.com/
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Bullying 
Policy FFI 

http://www.emsisd.com/
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